CERT-MU

Information Security Policy Statement

The Computer Emergency Response Team of Mauritius (CERT-MU) is a division of the National Computer Board, operating under the aegis of the Ministry of Technology, Communication and Innovation. The role of the CERT-MU is to coordinate cybersecurity response activities, promote cybersecurity at national level and monitor Internet threats and take appropriate remedial measures.

To improve the security posture at the National level, CERT-MU will ensure the following:

- Enhance the cyber threat preparedness and manage the disturbances caused by cyber threats
- Integrate Information Security firmly into the basic structures of our information society
- Build trust and assurance of its constituency by maintaining the confidentiality, integrity and availability of information
- Secure the Mauritian Cyberspace and establish a front line of defense against Cybercrime
- Enhance the resilience to Cyber Attacks and be able to defend against the full spectrum of Threats
- Improve the Cyber Expertise and the comprehensive Cyber Security Awareness of the society at all levels

The Officer-In-Charge of CERT-MU is responsible for maintaining this policy and providing support and advice during its implementation.

NCB Top Management is committed to complying with the requirements and maintaining the effectiveness and continual improvement of CERT-MU’s information security management system, which supports CERT-MU’s business strategy. Adequate resources and management energy will be committed to this critical endeavour.

All CERT-MU staffs are directly responsible for implementing the policy and ensuring compliance in their respective functions.

Compliance with the Information Security Policy is mandatory.
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