CERT-MU

Information Security Policy Statement

The Computer Emergency Response Team of Mauritius (CERT-MU) operates under the aegis of
the Ministry of Information Technology, Communication and Innovation (MITCI). The role of
CERT-MU is to coordinate cybersecurity response activities, promote cybersecurity at national
level, monitor Internet threats and take appropriate remedial measures.

CERT-MU will perform all its functions in accordance with Section 39 of the Cybersecurity and
Cybercrime Act 2021.

CERT-MU is committed to building trust of its constituency by maintaining the confidentiality,
integrity and availability of their information and any services provided to them.

CERT-MU will set appropriate information security objectives that are achievable and measurable
while performing its duties.

CERT-MU will, at all times, comply with applicable regulatory, statutory or contractual
requirements.

The Officer-in-Charge of CERT-MU is responsible for maintaining this policy and providing

support and advice during its implementation. Adequate resources and management effort will be
allocated to this critical endeavour.

All CERT-MU staff are directly responsible for implementing the policy and ensuring compliance
in their respective functions.

Compliance with the Information Security Policy is mandatory.
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