
 

 

 

 

 

     

Multiple Adobe Products Vulnerabilities 

Vulnerability Note: VN-2025-12  

Date of Issue: 22 July 2025 

Severity Rating: High 

Systems Affected:  

 Adobe 

Description 

Adobe InDesign is vulnerable to a heap-based buffer overflow. By persuading a victim to open a 

specially crafted document, a remote attacker could overflow a buffer and execute arbitrary code 

on the system or cause the application to crash. 

 

CVE Information 

CVE-2025-47103 

CVE-2025-49533 

CVE-2025-27203 

 

Workaround 

 

Refer to Adobe Security Bulletin for patch, upgrade, or suggested workaround information. 

https://helpx.adobe.com/security/products/indesign/apsb25-60.html  

 

Postal address  

Mauritian Computer Emergency Response Team (CERT-MU)  

Ministry of Information Technology, Communication and Innovation 

2nd Floor, Wing A,  

Shri Atal Bihari Vajpayee Tower,  

Cybercity Ebene, 

 

 

 

Computer Emergency Response Team of Mauritius 

Ministry of Information Technology, Communication and Innovation 

CERT-MU Vulnerability Note 

https://helpx.adobe.com/security/products/indesign/apsb25-60.html
https://helpx.adobe.com/security/products/aem-forms/apsb25-67.html
https://helpx.adobe.com/security/products/connect/apsb25-61.html
https://helpx.adobe.com/security/products/indesign/apsb25-60.html

